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There are hundreds if not thousands of controls 
and standards for implementing cybersecurity

NIST Cybersecurity Framework



Defining cybersecurity programs is typically done 
through compliance



Compliance does not always mean secure



Other times security is not commensurate with the 
risk



Our Cybersecurity Framework assessments uses 
all three components of the Framework

Framework Core

Implementation Tiers

Framework Profiles



The Cybersecurity Framework defines a seven 
step implementation process



Likelihood – Identifies how 

often the threat is expected 

to act on resources

Security Risks are 
prioritized in the register

• Business objectives are addressed 
timely

• Properly define security 
countermeasures

The risk register ensures proper cybersecurity 
considerations are prioritized and defined

Impact – Assesses the effect the 

security risk will have on business 

functions and operations



The implementation steps conclude with an action 
plan for improving the cybersecurity program



Now your ready to successfully use the Framework 
to improve your cybersecurity program



Questions?

Tom Conkle
Cybersecurity Engineer
Tom.Conkle@G2-inc.com
(443) 292-6679

Visit us at: ManageTheRisk.com
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