
Intel IoT Group 



2 INTERNET OF THINGS GROUP 
Intel Confidential – For Use Under NDA Only 

Intel’s Strategy for IOT – ACROSS VERTICALS 

Autonomous, Software-
Defined systems 

Connect the 
unconnected 

Intelligent, 
Interconnected Things 
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Connected Port: Use Case 
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Connected Port – Logical Architecture 
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Connected Mine: Use Case 
Customer Problem:  

Extending life of high value assets:  

- Trucks, Tires and other Mining Equipment 

- Create road roughness models 

Transmitting sensor data to cloud for analytics 

is challenged due to connectivity issues. Wi-Fi 

and cellular connectivity spotty. 

Sensor data Aggregation 

Local data ingestion even when the 

connection is spotty 

Local and Cloud Analytics 
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Connected Mine Solution (Continued) 
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Business Applications 

Gateway  
[Intel CPU: Atom, Core, Xeon, FPGA] 

Instrumented on Truck 

Real-time and historical data 

to analyze route roughness 
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Connected Mine Reference Design 

Metrics 
GPS 

9DOF 
Pressure 

3g/WiFi signal 

Software 
WR Pulsar OS 

AWS GreenGrass 

GreenGrass performs edge 
analytics, aggregation, 
processing and rule engine. 

Secure MQTT 

Forwarding Data 

Real-time  
and historical data 
to analyze 
route roughness 

Real-time data source 



https://www.youtube.com/watch?v=JL3CoO5z2_I 

Intel - Honeywell Connected Freight Solution  
launched in May 2017 


